
File and Folder Encryption
The Easy Way
Recent reports put the cost of data protection failures including in-
vestigation, notification, management, compliance and, post-incident 
surveillance at about £150 per record. It is widely reported that 200+ 
million records have been compromised or exposed to unmanaged 
risks in 2008 alone. Companies know that the significant costs of data 
loss are measured in impact on reputation and brand identity.

Laptop computers are the number one contributor to these statistics. 
Add to that the millions of portable memory devices in use today and 
it is easy to understand the imminent nature of the risk of data loss. 
CedeCrypt provides the highest levels of encryption available coupled 
with an intuitive and easy to use interface making data security just 
a click away.
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Point and Click

Regulatory compliance

Up to 80,128 bits en-
cryption (CedeCrypt)

FIPS 140-2 Certified

Internal & external 
devices supported



Introducing: CedeCrypt Classic
File and Folder Encryption Simplified.
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Requirements:

Windows 2000, Windows XP/
Professional (all versions)

Windows 2003, Windows Vista 
(all versions)

USB 2.0 compliant device 
(optional) and USB 2.0 port.

Other CedeSoft Products:

CedeSafe - Real-time hard 
disc  encryption for your files.

CedeTracker - Centralised 
logging of PC activity and IP 
traffic.

CedeCom - Secure messaging 
(IM) and broadcast facility for 
the enterprise.

CedeSMS - Secure mobile mes-
saging for existing devices.

Why CedeCrypt?

Point and Click Simplicity
As simple as two clicks of a mouse, CedeCrypt’s integration with 
Windows Explorer finally makes securing confidential files and folders 
easy.  Existing solutions too complicated to be effective leave many 
companies just a download away from serious data breach. In an age 
where data protection has never been more important CedeCrypt helps 
the user take charge of information security.

Robust Security
Once secured by CedeCrypt’s powerful encryption standard, sensitive 
files and folders can be stored safely, transferred over internal net works, 
copied to any other media or transferred over the web.  CedeCrypt also 
employs DOD standards for securely erasing data ensuring that original 
un-encrypted data cannot be recovered using third party tools.

Universal Text Encryption
Universal Text Encryption capabilities make securing the text of e-mails, 
instant messages and other documents straightforward.

Easy To Deploy Across Organisations
While competitors may be expensive and time consuming to install and 
deploy, CedeCrypt is competitively priced, installs in seconds requiring 
little disk space or memory and has little impact on work environments 
or on performance.  Available as an instant download and with a 
distribution wizard for large organisations CedeCrypt is the encryption 
solution of choice.

Protect Your Existing Portable Memory Devices
CedeCrypt allows you to secure any method of storage. Encrypt your 
files and folders on Laptops, Network shares, Flash Drives, Removable 
Hard Drives, CD’s and DVD’s. Perhaps you store data using online data 
storage or public FTP sites, but want to ensure your data is kept safe 
from prying eyes? Encrypt your data using CedeCrypt and feel safe 
knowing that no matter where your encrypted files are stored - only you 
are able to gain access.

CedeCrypt – effective security made simple.

For more information please visit our web site below:


